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iv.  Personal Data Breaches  
 
There is  a personal data breach re porting  process in place  which sets out how 
breaches are reported and how they are assessed to determine whether the 
I nformation Commissioner ’s Office  or individuals should be informed. The 
process includes a breach response plan detailing how to follow up on reported 
breaches.  

 
v.  Contracts  

 
There are  procedures and guidance in place to ensure that contracts with 
processors and other controllers meet data protection legislation requirements.  
 

vi.  Data Sharing  
 
There is a procedure for recording and responding  to ad hoc requests for 
personal data . 
 

vii.  Data Protection by Desi gn and Default  
 
There are  procedures and guidance for assessing  any processing that may be of 
high risk to individual and where a Data Protection  Impact Assessment (DPIA)  
should be carried out  
 

viii.  Data Subject Rights   
 
A dedicated team handles  subject  access requests and other data subjects ’ 
reques 



6 

 

 

v.  Managers  
 
R
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